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|. Introduction

Whether thepublicdomainisavirtua wastel and of undeserving detritusor thefont
of all new creationisthesubject of somedebate.* Thosewho adheretotheformer
perspectivedonot worry about “ threats’ tothisdomai nany morethanthey wouldworry
about scavengerswho goto garbagedumpstolook for abandoned property. Adherents
of thelatter view are, interestingly enough, not of onemind about “ threats’ tothisdomain.
Somebelievethat propertizing va ueresidinginthepublicdomainwill producemoresocia
benefit than | etting content | angui shthere,2whileothersregard propertizationitsdlf asthe
main threat to the public domain.®

At therisk of seemingacontrarian, | concur withall threeviews. someof whatisin
thepublicdomainisdetritus, someof what isva uabl einthe public domainmight bebetter
utilizedif propertizedto somedegree; other partsof the publicdomainneedtoremain
openandunownableassourcesfor futurecreations. Inthecourseof explainingwhy |
embrace thisseemingly contradictory perspective, | will offer amap of thepublicdomain.*

" Chancellor's Professor of Law and of I nformation Management, University of Californiaat
Berkeley. This draft hasbeen prepared for aconference on the public domain at Duke University Law
School on November 9-10, 2001. My thanks to James Boyle, David Lange, and J.H. Reichman for
convening this event and inviting me to participate in it, as well as for the many works they have
contributed to the literature on this subject. Research support for this paper was provided by NSF
Grant. No. SES 9979852.

! Among those who seem to adhere to the former characterization are BENJAMIN KAPLAN, AN
UNHURRIED VIEW OF COPYRIGHT 45-46 (1967) and Robert DeNicola, Copyright in Collections of
Facts: A Theory for the Protection of Nonfiction Literary Works, 81 Colum. L. Rev. 516, 521-22
(1981). Among those who adhere to the latter are JAMES BOYLE, SHAMANS, SOFTWARE, & SPLEENS
(1998) and Jessica Litman, The Public Domain, 39 Emory L.J. 965 (1990).

2 See, e.g., JEssICA LITMAN, DiGITAL CoPYRIGHT (2000)(quoting Jack Valenti of the Motion Picture
Ass'n of Americaas saying that “[a] public domain work isan orphan,” an observation offered as
arationalefor perpetual protection for motion pictures); Eldred v. Reno, 239 F.3d 372, 378 (D.C. Cir.
2001)(suggesting that more works will be availableif copyright terms are lengthened than if the
works go into the public domain).

8 See, e.g., Yochai Benkler, Free As the Air To Common Use:  First Amendment Constraints on
Enclosure of the Public Domain, 74 N.Y.U. L. Rev. 354 (1999); Boyle, supranote 1; David Lange,
Recognizing the Public Domain, 44 Law & Contemp. Prob. 147 (1981).

4 The idea of mapping the public domain is not original to me, but rather to Laurel Jamtgaard,
formerly aBoalt student and now a practicing lawyer, who proposed to write a paper on this
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Thismapisauseful preludetoadiscussionof possibleimpactsof variouslega andpolicy
developmentsaffectingthedigita publicdomain. Someinitiatives, | will argue, wouldhave
adverseeffectsonthedigital publicdomain, whileothersmay not. Thispaper will identify
anumber of threatstothe public domainthat deserveattention. Itwill alsocelebrate
contributionsthat digitalizationand digital networkshavemadein extendingthepublic
domainand enabling projectsto preservethedigital commons. Insomerespects, digita

informati onanddigita networkshave madethe public domainmorevibrant and robust
thanever before, andif variousdigital commonsinitiativesattaintheir goals, thepublic
domain may flourish as never before.

1. Mapping the Public Domain Asa Aid To Understanding Its Present State in
the Digital Environment

The publicdomainhasbeen, for themost part, an unchartedterrain. Sometimes
it seemsan undifferentiated bl ob of unnamed sizeand dimensions® Moreoftendiscourse
about thepublic domainfocuseson oneor asmall number of itscomponent partsor traits®
The publicdomainconsists, infact, of avast and diverseassortment of contents, asa
number of schol arshaverecognized.” Thepublicdomainis, moreover, different Sizesat
differenttimesandindifferent countries?® Sometimesthepublicdomaingrows, asinthe

subject on the theory that such amap might prove fruitful in analysis of public domain issues.
5 See, e.g., Edward Samuels, The Public Domain in Copyright Law, 41 J. Cop. Off. Soc'y 137
(1993)(public domain is what remains when all forms of protected information are taken into
account).

® See, e.g., Paul J. Heald, Reviving the Rhetoric of the Public Interest: Choir Directors, Copy
Machines, and New Arrangements of Public Domain Music, 46 Duke L.J. 241 (1996) (discussing
illegitimate claims of derivative work copyrightsin public domain music); Paul J. Heald & Suzanna
Sherry, Implied Limits on the Legislative Power: The Intellectual Property Clause as an
Absolute Constraint on Congress, 2000 U. 111, L. Rev. 1119 (2000)(arguing that the Copyright Term
Extension Act is unconstitutional, as was earlier legislation restoring copyrightsin foreign works
that had been consigned to the public domain by U.S. formality requirements prior to 1989); Arti
Rai, Regulating Scientific Research: Intellectual Property Rights and the Norms of Science, 94
Nw. U. L. Rev. 77 (1999)(expressing concern about efforts to propertize human genome data). See
also sources cited infra notes xx.

" See, e.g., Litman, supranote 1; Boyle, supranote 1.

8 Some things are in the public domain in one country but not another. Some countries, such as
the U.K., allow copyright protection for laws and other government works, whereas U.S. law
precludesthis. See17 U.S.C. sec. 105. Some categories of intellectual creationsthat once werein
the public domain (e.g., architectural designs as distinct from architectural drawings) are now
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aftermath of decisionssuchasFeist Publicationsv. Rural TelephoneServicewhichhed
that uncreativecompilationsof factscannot beprotected by U.S. copyright law or aswhen
patentsor copyrightsexpire. Sometimesit shrinks, aswhen the European Union
promul gatedadirectiverequiring EU member statesto protect the contentsof databases'®
or when U.S. courtsdeci ded that businessmethodscoul d be patented.™ Thepublic
domainasohassomemurky areas. For example, therearesomeintellectua creationsthat
are, intheory, inthepublicdomain, but for all practical purposes, donotreally reside
there.’? Although| definethepublic domainasasphereinwhich contentsarefreefrom
intell ectud property rights, thereisanother murky terrain near theboundariesof thepublic
domain consisting of someintellectual creationsthat courtshavetreated asinthepublic
domain for some purposes, but not for all purposes.:

Acrosstheborder fromthepublicdomainareseveral categoriesof content that
arewidely enough usablethat, for practical purposes, they seemtobepart of thepublic
domain.* Thisincludes,importantly, much content that is, technically speaking, protected
by copyright law butiswidely availabletothepublic, aswhenitisposted onpublicly
accessiblewebsitesavailabletoall comerswithout feeor apparent restrictionsonuse.
Alsooutsidethepublicdomainintheory, but seemingly insidein effect, aresuchthingsas
opensourcesoftware; apenumbraof privileged usesunder fair use, experimental use, and

subject to intellectual property rights. Cf. 17 U.S.C. sec. 102(a)(architectural works are listed as
among the original works of authorship protected under the Copyright Act of 1976, as amended);
17 U.S.C. sec. 5 (listing protectabl e subject matters of copyright protection under the Copyright
Act of 1909, now superceded, alist that did not include architectural works).

9499 U.S. 340 (1991).

10 Directive 96/9/EC of the European Parliament and of the Council of 11 March 1996 on the Legal
Protection of Databases, 1996 O.J. (L77) 20 [cited hereinafter as EU Database Directive].

1 State Street Bank & Trust Co. v. Signature Financial Services, 149 F.3d 1368 (Fed. Cir. 1998).
Policymakersin the European Union have decided not to follow the U.S. in this respect.

12 A painting from the mid-19" century that remainsin a private collection or was destroyed in afire
is, in theory, in the public domain as a matter of copyright law, but its nonpublic nature or its
destruction mean that it may, in fact, be there only in theory.

13 See, eg., Frederick Warne & Co. v. Book Sales, Inc., 481 F. Supp. 1191 (S.D.N.Y.
1979)(illustrations from Beatrix Potter’ s Peter Rabbit stories werein the public domain as a matter of
copyright law, but were nonethel ess protected by trademark law when competing publisher
included theillustrationsin its books).

14 Some commentators conseguently treat some of these contiguous areas as part of the public
domain. See, e.g., Benkler, supranote xx, at 358, n. 16 (treating fair uses as part of the public
domain).
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other rulesthat permit unlicensed usesand sharing of informationtotakeplace; and
standardsthat arelicensed without payment of royalties.’® Alsoat theperimeter of the
publicdomainareworkswhoseintellectua property rightsareonthevergeof expiringand

arguably somecreationsabout to bemade(e.g., anew computer programming language

or thesolutiontoal ongstanding mathematical problem) that, oncethey exist, will bepart

of thepublicdomain. Inthemap beow, the public domainisakintoitsown nation-state.
Variouscategoriesof publicdomaininformation areakintoregionsof that nation. The

contentsof each category areakintothecitiesor villageswithinthat regionthat, inturn,

have populationsof varioussizes. Someartifactsmay resideinmorethanone*town”

(e.g., ascientific article may contain three or four categories of public domain contents).

15 Until very recently, the World Wide Web Consortium had a policy of standardizing on patented
technologies only if they were licensed on ano-royalty basisfor W3C purposes. A changein the
W3C policy that would allow royalty-bearing licenses has generated some controversy.
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Figurel
A Map of the Public Domain and Adjacent Terrains

scientific principles, theorems, mathematical formulae, laws of nature, & the like

scientific and other research methodologies, statistical techniques, educational processes

ideas, concepts, discoveries, theories, hypotheses

facts, information, data, know-how, knowledge

laws, regulations, judicid opinions, government documents, legidative reports

innovations qualifying for | P protection in which no rights are claimed or in which rights have
expired (e.g., copyright, patent, plant variety protection)

innovations not qualifying for | P protection because unoriginal, obvious, generic, or otherwise
outside the bounds of 1P (e.g., telephone directories, fonts, incremental technical innovation,
genericided trademarks such as aspirin, new physical exercises, folklore, grocery lists, blank
forms)

words, names, numbers, symbols, signs, rules of grammar and diction, punctuation

about to expireIPR  faruse & like widdy usable opensource  imminent
w/o restrictions discoveries
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M apping thepublic domainand contiguousterrainsisuseful for several reasons.
Fird, itcanhelpinanassessment of thelikely impactsof certain devel opments, suchasthe
digitization of information and thedevel opment of global digital networksonthepublic
domain. Second, themap canbeatool for caibratingtheextent towhichaparticular lega
or policy initiativemay affect thepublicdomain, either inapositiveor negativeway. Some
legal andpolicy initiatives, asweshall see, havebroader and moreseriouspotential
impactsthan others. Third, it can contributeto ananalysisof which amongthecontents
of thepublicdomainaredetritus(e.g., grocery lists) andwhichgems(e.g., Mozart
symphonies), which areamong theconstitutionally coreelementsof thepublicdomain
(e.g., scientificprinciples), which elementsaretheremoreby chancethandesignor
necessity (e.g., exercises), andwhichof thepublicdomain’ scontentswill bemost harmed
if propertized (e.g., information).

That digitization of information can haveavery positiveimpact ontheeffective
existenceof thepublicdomainisreadily apparent. Totheextent scientific dataiseither
collectedinor transposedintodigital form, it canthen beshared and processed more
readily thanif it remainedin paper filesinthebasement of ascientist’ slab.”® Theexistence
of global digital networksmeansthat scientistsfromaround theworld can sharedatasets
and conduct experimentsthat may lead tofurther discoveriesthat will contributetofurther
growthof thepublicdomain. Smilarly, digitizationof governmentinformation, suchashills
pending beforethel egidature, government reports, schedulesfor hearingsbeforel egidative
committeesor administrativetribunals, and posting of thisinformationonthelnternet
makestheinformation morewidely accessi blethan print equivalents. Thismakesthe
public domainmoreeffectiveandrobustinservingthat part of thepublicinterestedinsuch
information. Digitization of information andtheexistenceof digital networksdo not, of
course, necessarily enhancethe publicdomain. Firmsmay beableto attainmeaningful
exclusivecontrol over digital informationthatisinthepublicdomain, bothintheory andin
law, throughtechnol ogical accesscontrolsor licensing or both. TheL EX1Sand Westlaw
databasescontain hundredsof thousandsof publicdomainjudicia opinionsand other legal
textsindigital formthat thedatabaseownerscontrol bothtechnol ogicaly and by licenses
Dothesetechnical controlsor licensesdiminishthepublicdomain? Somewouldargue

16 See, e.g., NATIONAL RESEARCH COUNCIL, BITS OF POWER: ISSUESIN GLOBAL ACCESS TO
SCIENTIFIC DATA (1997).

17 Mead Data Central, aforward-looking paper company that anticipated an erain which digital
information might displace paper, started its legal database by scanning print copies of West Pub.
Co. books containing laws and judicial opinionsto make digital sourcefiles.
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yes; otherswouldargueno. Printed formsof thesemateria sare, for themost part, still
widely availablewithout licenseor technical restrictions, and they may bearesourcefor
further digitization projectshavinganon-proprietary character. Eventhosewhocare
deeply for thecontinued existenceof thepublicdomaininlegal informationwould haveto
admit that nofirm couldjustify undertaking thevery substantia expenseof digitizingpublic
domainlegal informationand building adatabase of these contentsand softwaretool sto
enabl e effectiveuse of the database without someway torecoup theseexpenses, as
through someexerciseof exclusivecontrol over theresource. When Mead DataCentral

initidly madeitsinvestmentsindigitizingjudicia opinions, neither thegovernment nor other
nonprofitshadtheforesight or thewillingnessto undertakesuch aproject.’® Many of us
at thisconferencehavegreatly benefited by theexistenceof databasessuchasL EXISand
Westlaw. Ourresearchtoday substantially dependsonaccesstothem. Wewould
ourselvesbelesscapableof producing new worksand making our own contributionsto
the public domain without access to these databas€ancern about restrictions
imposed by proprietary databasesof legal information has, moreover, generated avariety
of initiativesto“free” legal informationfromtheseconstraints. Courtsthemselveshave
undertakentopublishjudicia opinionsoncourt websites. Legidaturespost pendingbills.
Certainlaw schools, most prominently Cornell, haveundertakento establish non-

proprietary databasesof key legal information, such as Supreme Court decisions, which
areopentoal comers Somefor-profit firmsprovideopenInternet accesstodigitized
legal informationwithout chargeinthehopesof attracting customerstotheir sites® In
theseand other initiatives, digitization of theinformationandtheavail ability of digital

networkshavebeen essential componentsof thestrategy for effectively contributingtoan
enhancement of this aspect of the public domain.

Wouldsomeor all of usprefer that thedataintheL EXISand Westlaw databases
be availablefor freeonthelnternet without restrictions? Perhapsso, andthisissurely
achievable, athough not without cost. TheU.S. government could clearly exerciseits
eminent domain power to acquirerightsto makethisinformation freely availableonthe
Internet. But evenif thepolitical will couldbemusteredtodothis(about aslikely as
Osamabin L aden’ sconversionto Christianity), would society bebetter off withapublic
domain LEXI1S? Whowould continuetoinvestinmaintainingthedatabase, extendingit,

18 Nor did West Pub. Co. initially perceive the market potential for online databases of legal
information.

19 See, e.g., Legal Information Institute, available at http://www.cornell.edu/lii.
D Seg, e.g., findlaw.com; bna.com.
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andimprovingitstools? Perhapssocial welfareisenhanced by amix of digital public
domainand proprietary databasesof | egal information, withthepublicdomain sites
providing somecompetitionto holdin check theduopolistic tendenciesof themarket
playersand providing accessto key information, such aspending bill sand SupremeCourt
opinions, to those who cannot afford to pay database access fees.

[11.Threatsto the Public Domain in the Digital Environment

Threatstothepublicdomaincomeindifferent shapesandsizes. A rdatively small,
although still significant, incursiononthepublicdomain (or should | say thesubset of the
publicdomaincongstingof digita information?) i srepresented by the Anti-Cybersquatting
Consumer Protection Act (ACPA).2* ACPA extendsproperty rightsof trademark owners
inthedigital networked environment well beyond theboundsof trademark law.? I nsofar
asACPA isbeing usedto seizedomain namesfrom| egitimateorgani zationsand users, this
incursiononthepublicdomainistroublesome.” Ascomparedwith other threats,
however, ACPA isarelatively minor threat tothedigital publicdomain. Itsimpactonly
extends to one subset of the most southern terrain of the public domain map.

A moresubstantial and differently configuredthreat tothedigital publicdomain
arosefromCongress’ enactment of the Copyright Term Extension Actin1998 % Strictly
speaking, it wasathreat when enacted, butitisnow avirtual dam blockingtheflow of
information into the public domain. It will remain so unless a challenge to its
constitutionality iseventually successful ® CTEA’ sincursiononthepublicdomainismore
substantial and economically significant than ACPA’ sbecauseit affectsalarger regionof
thepublicdomain, alteringthelegal statusof hundredsof thousandsof worksfor decades.
Itsprincipal impact may beonnon-digital componentsof the publicdomain (incontrast,
ACPA’simpactisonlyinthedigital domain). That CTEA impactsthedigital public

2 pyp. L. No. 106-113 (1999).

2 See, e.9., JessicaLitman, The DNSWars: Trademarks and The Internet Domain Name System, 4
Small & Emerg. Bus. L. 149 (2000).

2 Sun Microsystems, for example, has been arguing under ACPA that it has rights to obtain all
domain names using the term “enterprise” because of its trademark rightsin some uses of this
term.

% Pub. L. No. 105-298, 112 Stat. 2827 (1998).

% Onelegal challengeto the CTEA’ s constitutionality was unsuccessful, see, e.g., Eldred v. Reno,
239 F.3d 372 (D.C. Cir. 2001), athough one judge dissented from this decision insofar as CTEA
extended the terms of existing copyrights, id. at 380-83.
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domaincanbeseeninthethwarted plansof EricEldredtobuildadigital library of works
that but for CTEA would beinthepublicdomain.?? CTEA’ sraid onthepublic domain
hasmoreconstitutional significancethan ACPA’ sbecausethecondtitutiona provisionthat
authorizesCongressto enactintellectual property lawsrequireslimitsontheterm of
copyright.?’

Amongthelegal initiativesprimarily aimedat digital informationwithmajor
implicationsfor thepublicdomainarethese: the Uniform Computer I nformation
TransactionsAct (UCITA),2theCollectionsof Information Anti-Piracy Act (CIAA) 2
andtheDigital Millennium Copyright Act of 1998 (DM CA)®intandemwithitsinevitable
brother, the Security Systems Standardsand Certification Act (SSSCA) .2 Eachof these
initiativesposesthreatstothedigita publicdomainthat arebroader inscopeand scalethan
thoseposedby CTEA. Thisis, inpart, becauseof theirimplicationsnot just for one
“region” of thepublicdomainmap, but for multiple“regions.” Of theseinitiatives, only
CIAA directly offersprotectiontowhat is, under current law, publicdomainmateria. The
other threemainly aimtogiveanextralayer of protectiontointellectual creationsmost of
whichareprotected by intellectual property law, although each affectsthepublicdomain
and contiguousterritoriesaswell. Beforeprobingeachinitiativeindetail, itisworth
pointing out that theremay besynergiesamongst theseinitiativesthat multiply their effects.
Further magnifyingthepotential effectsof theselegal initiativesarecertainnon-legal

% Seeid. at 374. Other plaintiffsin the Eldred case were non-digital distributors of public domain
works affected by the CTEA extension. Id.

21 U.S. Constitution, Articlel, sec. 8, cl. 8 (exclusive rights may be granted only for “limited times”).
The characterization of CTEA as an instance of perpetual copyright on the installment plan derives
from the work of Peter Jaszi. See Statement of Professor Peter Jaszi, Washington College of Law,
American University, On S. 4839, The Copyright Term Extension Act of 1995, Before the Senate
Judiciary Committee, Sept. 20, 1995. For an analysis of the constitutional deficiencies of CTEA by
one of the counsel for Eldred, see, e.g., Lawrence Lessig, Copyright’s First Amendment, 48 UCLA
L. Rev. 1057 (2001). Seealso Jane C. Ginsburg, Wendy J. Gordon, Arthur R. Miller, and William F.
Patry, Symposia: The Constitutionality of Copyright Term Extension: How Long Is Too Long?,
18 Cardozo Arts & Ent. L.J. 651 (2000) (expressing variousviewson CTEA).

2 Uniform Computer Information Transactions Act,
http://www.law.upenn.edu:80/library/ul c/ucita/citalOst.htm[hereinafter UCITA].

2 See H.R. 354, 106™ Cong. (1999).

% Pub. L. No. 105-304, 112 Stat.2860 (1998), the relevant provisions of which are now codified at 17
U.S.C. sec. 1201-04.

81 See Declan McCullagh , New Copyright Bill Heading to DC, WIRED NEWS, Sep. 7, 2001
(describing bill).
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devel opmentssuch astheformation of the SecureDigital MusicInitiative(SDMI) andthe
DVD Copy Control Association (DV D-CCA) that aimto provideasecuretechnical
infrastructuretoavertleakageof copyrightedinformationthat thelaw alonewould be
unabletocontrol .*2  UCITA’smost obviousimplicationsfor thedigital public domain
arisefromitsrulesthat would validatemass-market licensesfor computer information.
Pro-CD, Inc. v. Zeidenberg®®—a case decided, it should be said, under state
commercial law rules, not under UCITA—isawidely cited exampl eof theuseof mass-
market licensesto underminethe public domainindigital information.* ProCD
manufacturedand mass-marketed aCD-ROM containing whitepageslistingsfrom
thousandsof telephonedirectoriesindigital form. ProCD could not get copyright
protectionfor thiscompilation because of the Supreme Court’ S-eist v. Rural Telephone
decision, which heldthat thewhite pageslistingsof tel ephonedirectoriesareinthepublic
domain, inpart becausethey consist of “facts’ that copyright law doesnot protect and
because, ascompilations, they lack sufficient originality to qualify for copyright
protection.® So ProCD put alicensein the package containing the CD-ROM of
telephonedirectory informationthat permitted only personal usesof thedata, arestriction
that Zeidenbergviolated by posting thecontentsof ProCD’ sdisksonanopensiteonthe
Internet. Intheview of thetrial judgeintheProCD caseand of many commentators,
enforcingthislicenserestrictioninterfered with achieving policy objectivesof copyright
lav.® Theappellatecourt disagreed, asserting that theexistence of contract between
ProCD and Zeidenberg distinguished ProCD’ sclaimfrom copyright. BecauseProCD’s
licenseonly createdrightsasbetweenthepartiesand not rightsagainst theworld, the
license did not create rights equivalent to copyright.®’

%2 See, eg., DVD-CCA v. McLaughlin, 2000 WL 48512 (Cal. Super. 2000)(describing DV D-CCA);
website of the Secure Digital Music Initiative, http://www.sdmi.org.

%386 F.3d 1447 (7" Cir. 199).

3 See, e.g., NivaElkin-Koren, Copyright Policy and the Limits of Freedom of Contract, 12
Berkeley Techn. L.J. 93 (1997); Maureen O’ Rourke, Copyright Preemption After the ProCD Case:
A Market-Based Approach, 12 Berkeley Tech. L.J. 53 (1997); David Nimmer, Elliot Brown, & Gary
Frischling, The Metamor phosis of Contract into Expand, 87 Cdif. L. Rev. 17 (1999).

% Feist Pub. Inc. v. Rural Telephone Service Co., 499 U.S. 340 (1991).

% See ProCD Inc. v. Zeidenberg, 908 F. Supp. 640 (W.D. Wis. 1996); Elkin-K oren, supra note xx.

3" ProCD, 86 F.3d at xx. Commentators have pointed out that preemption analysis can and should
consider whether enforcing the state law would interfere with federal intellectual property policy.
See, eg., Nimmer et d., supranote xx.
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If UCITA’ sonly impact on the public domainwasto protect compilersof
unoriginal dataagai nst market-destructiveappropriations, therewould belittlereasonto
worry about thislaw. However, inavariety of ways, UCITA protectstheinterestsof
purveyorsof digital information beyond—andin somerespectsin contradictionwith—the
default rulesof intellectua property andotherinformationlaws. First, UCITA willingness
toenforcelicensesprotecting digital formsof publicdomaininformation doesnot depend
onwhether thisisnecessary toavert market failures. Second, totheextent that licenses
aredrafted to bind subsequent users, thedi stinction between contract rightsthat bind only
the two parties to the transaction and property rights that bind the world erodes
significantly.® Third,inavariety of subtleways(for example, in presumptively enforcing
confidentiality restrictionsasto datathat would generally bedeemed* public” by virtueof
itsbeing mass-marketed), UCITA aimsto stopleakagesof informationintothepublic
domain.* Fourth, UCITA affectsthepenumbraof privileged useslying adjacenttothe
publicdomaininggnificantways. Under UCITA, theparadigmatictransactionisalicense,
not asal e.** Thischaracterization of thetransaction affectsrightsthat copyright law
confersonownersof copiesof copyrighted content (e.g., to make backup copiesof
software, tomodify software, andto sell or otherwi seredistributesoftware) * Inaddition,
UCITA presumesthat al licensetermsareenforceabl ewithout regard towhether they aim
tooverridepublicpolicy limitationsonintellectual property rights.? Many software
licensesrestrict theright to reverseengineer computer programs, eventhoughthisactivity
woul dbeacceptableunder trade secrecy and copyright law asameansto get accessto

% See, e.g., Margaret Jane Radin, Humans, Computers, and Binding Commitment, 75 Ind. L.J. 1125,
1132-33 (2000) (discussing viral contracts).

% See, e.g., Rochelle Cooper Dreyfuss, Do You Want To Know a Trade Secret? How Article 2B
Will Make Licensing Trade Secrets Easier (But Innovation More Difficult), 87 Caif. L. Rev. 193
(1999). Seedso David A. Rice, License With Contract and Precedent: Publisher-Licensor
Protection Consequences and the Rational e Offered for the Nontransferrability of Licenses
Under Article 2B, 13 Berkdley Techn. L.J. 1239 (1998).

“0 See, e.g., Raymond T. Nimmer, Breaking Barriers: The Relation Between Contract and
Intellectual Property Law, 13 Berkeley Techn. L.J. 827 (1998).

41 See 17 U.S.C. sec. 117. This has especially important implications for libraries to the extent that
the rightsholder has adopted a“ single user license” policy. See, e.g., Stephen King's electronic
novella. Similarly, to the extent that existing consumer protection laws apply to sales of goods,
arguably UCITA relievesitslicensors from consumer protection responsibilities. See, e.g., Jean
Braucher Memorandum.

2 See UCITA, sec. 105.
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informationthat, onceknown, may bepart of thepublic domain.® UCITA’ spresumption
of enforceability may also apply to clausesinmassmarket licensesthat direct thelicensee
nottocriticizeor reved flawsinthelicensed computer information, which affectsthelegal

status of many uses of information at the borders of the public domain.*

Therearesevera waysinwhichthepublicinterestinbal ancedlicensingrulesmay be
protectedevenif UCITA is, over time, morewidely adopted thannow. First, section105
of UCITA recognizesthepossibility that courtsmay rulethat somelicenseprovisions
conflictwithfederal law or otherwiseviolate* fundamental publicpolicies,” andinsofar as
they do, they may beunenforceabl e.*> Courtsmay interpret thisbroadly and not enforce
licenserestrictionson publicdomaininformationwhenthereisno danger of market failure
or anti-reverseengineering clauses. Second, courtsmay invokeother legal doctrines, such
as misuse of intellectual property rightsand first amendment values, tolimit the
enforceability of computer information licensesin appropriatecases® Thistoomay endble
reuseof publicdomaininformation. Third, newlegd doctrinesmay emergeinthecasdaw,
suchas“fair breach” of licensestoreachsimilar resultsunder UCI TA licensesasunder
copyright’ sfairusedoctrine®” Fourth, thedesireof licensorstoimposeunreasonable
restraintson usersby meansof licensesmay beheldin check to somedegreeby market
forces.”®

* Seg, e.g., David McGowan, Free Contracting, Fair Competition, and Article 2B: Some
Reflections on Federal Competition Policy, Information Transactions, and “ Aggressive
Neutrality,” 13 Berkeley Techn. L.J. 1173 (1998). For more general expressions of concern about
UCITA licensesand fair uses, see, e.g., Nimmer et al., supranote xx; CharlesR. McManis, The
Privatization (or Shrinkwrapping) of American Copyright Law, 87 Cdlif. L. Rev. 173 (1999). But
see Joel Rothstein Wolfson, Contract and Copyright Are Not at War: A Reply to*“ The
Metamor phosis of Contract into Expand,” 87 Cdif. L. Rev. 79 (1999).

4 See, e.g., Mark A. Lemley, Beyond Preemption: The Law and Policy of Intellectual Property
Licensing, 87 Cdlif. L. Rev. 111, 128-29 (1999).

S UCITA, sec. 105(a), 105(b). Section 105(c) defersto consumer protection laws to the extent they
apply to computer information. Thereis, however, a question as to whether consumer protection
laws, which were drafted to protect consumers in transactions involving sales of goods, apply to
licensed information.

4 See, e.g., Lemley, supranote xx.

47 See Jane C. Ginsburg, Copyright Without Walls: Speculations on Literary Property in the
Library of the Future, 42 Representations 53 (1993).

“8 See, e.g., Robert W. Gomulkiewicz, The Licenseis the Product: Comments on the Promise of
Article 2B for Software and Information Licensing, 13 Berkeley Techn. L.J. 891 (1998).
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Howmuch comfort oneshouldfindinthesecheckson UCITA licensesishardto
gauge, giventhat UCI TA essentially allowsvendorsof computer informationtogive
themsel vesmorerightsthanintellectual property law would doandtoavoidtheburdens
of publicinterest limitations.” Licensor restrictionsareguarded, under UCITA, by a
“heavy presumption” infavor of enforceability;*thiscanonly beoverturned after lengthy
and expensivelitigationthat thoseinjured by UCI TA licensesmay not havethemeansor
will toundertake. Many will s mply bechilledfromengaginginactivitiesthat wouldbe
determined|egitimatehadthey beenabletochalengeaUCI TA licenseterm. Parentsmay
blithely ignorethelicensetermfor the Adobee-book version of AliceinWonderlandthat
forbidsreadingthebook aloud, but librarieshavegreater reasontoworry about the
potential enforceability of such aterm.

Incontrastto UCITA, whosescopeispresently restrictedtotransactionsin
computer information,> |egid ation proposed to protect the contentsof datacompilations
resemblesCTEA inaffectingmorethanthedigita publicdomain. However, muchof the
rationalefor suchlegislationreliesonthevulnerability of informationindigital formto
market-destructiveappropriations®and thislegis ationwoul d certainly affect thesizeand
scopeof thedigita publicdomain. Under current U.S. law, neither unorigina compilations
nor thedatainorigina (and hencecopyrightable) compilationsislegally protectable(unless
itisatradesecret or otherwiseconfidential).* Several timesinthepast fiveyears, the
U.S. Congresshasconsidered | egid ationto protect thecontentsof databasesakintothat
adopted by the European Unionin 1996.>* The EU regimegrantsthosewho have
invested substantial resourcesinmaking adatabasefifteenyearsof exclusiverightsto

49 See, e.g., Julie E. Cohen, Lochner in Cyberspace: The New Economic Orthodoxy of “ Rights
Management,” 97 Mich. L. Rev. 462 (1997).

% See UCITA, sec. 105(b).

5 Drafters of this model |egislation onceintended this |egislation to regulate all transactionsin
information. See, e.g., Pamela Samuelson & Kurt Opsahl, Licensing Information in the Global
Information Market: Freedom of Contract Meets Public Policy, 21 Eur. Intell. Prop. Rev. 386
(Aug. 1999) (discussing the evolution of the scope of UCITA’ s subject matter).

%2 Seg, e.9., JH. Reichman & Pamela Samuelson, Intellectual Property Rightsin Data?, 50 Vand. L.
Rev. 51 (1997)(discussing the rational e for sui generis database |egislation).

%3 See, e.g., Feist Pub. Inc. v. Rural Telephone Service, Inc., 499 U.S. 340 (1991).

54 See, e.g. Reichman & Samuelson, supranote xx (discussing H.R. 2652); JH. Reichman & Paul F.
Uhlir, Database Protection at the Crossroads: Recent Developments and Their Impact on
Science and Technology, 14 Berkeley Techn. L. J. 793 (1999) (discussing H.R. 2281 and H.R. 354).
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control theextractionand reuseof al or substantial partsof thecontentsof that database®
Databaserightsarerenewableuponfurther expendituresof resources, and substantiality
istobejudgedinboth qualitativeaswell asquantitativeterms>® Themost recent EU-style
database bill introduced into the U.S. Congress was the CIAA.>’

Althoughitssponsorscharacterize CIA A asaregulation of unfair competition,*
opponentscharacterizeit asanintellectual property regimethatisunconstitutional , bad
publicpolicy, or both.® CIAA differsfromtheEU Directiveinrequiring proof of harmto
actual or potential markets®andinits* reasonableuse” limit ontheliability of scientificand
educational usersfor extractionsand usesdatain protected compilations*aswell asin
several outright exemptions(e.g., for newsreporting, verification, and geneal ogical
information).* However, by conferringrightson compilersto control theuseor extraction
of all orasubstantial part of acollection of informationthat i stheproduct of substantial
investment,® CIAA would substantially contract thedigital public domain—and notjust
astoitemsof information, but a so asto publicdomainworks(e.g., Shakespeare' splays)
whichfall withinthemeaningof “ data’ under thelegidation.* Themainreasonthat CIAA
hasnot been enactedisthat organi zationsof scientistsand acoalition of I nternet-based

%5 EU Database Directive, supranote xx, art. 7, 10.

% d., art. 10.

" H.R. 354, 106" Cong. (1999).

% See, 9., H.R. Rep., 106-349 (1999).

% Professor Benkler considers CIAA to be an intellectual property law rather than an unfair
competition law. See, e.g., Yochai Benkler, Constitutional Bounds of Database Protection: The
Role of Judicial Review in the Creation and Definition of Private Rightsin Information, 15
Berkeley Techn. L.J. 535, 575-86 (2000). Benkler concludesthat CIAA isunconstitutional. Id. at
586-87. Seealso MallaPollack, The Right to Know? Delimiting Database Protection at the
Juncture of the Commer ce Clause, the Intellectual Property Clause, and the First Amendment, 17
Cardozo Arts & Ent. L.J. 47 (1999). But see Jane C. Ginsburg, “No Sweat?” Copyright and Other
Protection of Works of Information After Feist v. Rural Publications, 92 Colum. L. Rev. 338 (1992)
(arguing that database protection legislation would be constitutional). Whether EU-style
legislation is a good idea as a matter of policy isamatter of heated debate. See, e.g., Reichman &
Samuelson (critical of EU-style legidation); Reichman & Uhlir, supra note xx (critical of EU style
legislation); Ginsburg, No Sweat, supra (supportive of EU style legislation).

H.R. 354, sec. 1402,

1 1d., sec. 1403.

&1d.

8 1d., sec. 1402.

% 1d., sec. 1401.
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firms(including prominently Y ahoo!) recognized theseriousthreatsthat CIAA posedto
thedigital publicdomainand mobilized against thislegislation.® Intheaftermath of the
September 11 attacksontheWorld Trade Center and the Pentagon, Congresshasother
mor e urgent mattersto consider, but likethe Terminator, CIAA will amost certainly be
back.

Although CIAA andthe EU databaselaw posesubstantial threatstothedigital
publicdomain, morenarrowly crafted|egislationto protect datacompilationsagainst
market failureswouldnot. H.R. 1858isthedternativebill to CIAA consideredduringthe
last Congressional session.® Itforbidsduplicating another firm’ sdatabaseandthen
engagingindirect competitionwithit.*” Whilethishbill would, of course, affect thepublic
domain, itdoessoinamuch narrower and moretargeted way than CIAA. Assuming
therewaspersuasiveevidencethat market failureswereoccurringorimminentinthe
databaseindustry becausefirmswerecompetitively duplicating existing databases, this
limitationonthereuseof public domaininformationwoul d bejustifiable® Thisgpproach
iscons stent withthe SupremeCourt’ srulinginInternational NewsServicev. Associated
Presswhichheldthat INShad engagedinunfair competitionwith APwhenitsreporters
took newsfromearly editionsof APnewspapersand publishedit verbatiminINSpapers
directly competingwith AP papers® The Supreme Court’ sFeig decisonmay havesaid

% See, e.g., Reichman & Uhlir, supranote xx.
% H.R. 1858, 106" Cong. (1999).
1d., sec. 102.

8 In previous work, | have expressed support for narrowly drawn database protection. See
Reichman & Samuelson, supranote xx. See also Reichman & Uhlir, supranote xx (endorsing an
unfair competition approach to database protection); Benkler, supra note xx (concluding that unfair
competition legislation to protect data compilations would be constitutional). In addition, | have
endorsed a short term of anti-cloning protection for industrial compilations of applied industrial
know-how. See, e.g., Pamela Samuelson, Randall Davis, Mitchell D. Kapor, & J.H. Reichman, A
Manifesto Concerning the Legal Protection of Computer Programs, 94 Colum. L. Rev. 2308
(1994). One of the strongest advocates of the public domain has also endorsed intellectual
property protection for shamanic knowledge (which U.S. law would likely consider to bein the
public domain). See Boyle, supranote 1, at xx.

89248 U.S. 215 (1918). The Court’ sdecision is persuasive as a matter of unfair competition, but has
been widely criticized insofar asit relied on the existence of a* quasi-property” right in AP to stop
INS s misappropriation. See, e.g., Wendy J. Gordon, Owning Information: Intellectual Property
and the Restitutionary Impulse, 78 Va. L. Rev. 149 (1992); Pamela Samuelson, Information as
Property: Do Ruckelshausand Carpenter Signal a Changing Direction in Intellectual Property
Law?, 38 Cath. U.L. Rev. 365 (1989).
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that “raw factscanbecopied at will,” " but the Court qualified thisstatement witha
reference to its INSv. AP decision.”

TheDMCA, likeUCITA, principally aimsto providean extralayer of protectionfor
commercially vauabledigitd informationthat isaready protected by intellectud property
law. LikeUCITA,theDMCA positsthat privatefirmsarefreetodeviseregulatory
regimesfor theirinformation productsthat deviatefromthedefault rulesof intellectual
propertylaw.” Theprincipal differencebetween UCITA andtheDM CA isthat the
DM CA'’sextralayer of protectionisfocused ontechnica measuresusedto protect digital
information, whereasUCITA’ sextralayer protectslicenses. FollowingonLawrence
L essig’ sinsights,*wemight characterizethe DM CA ascode (law) that reinforcescode
(programinstructions) ascode(aprivateregulatory regime). Hackingistheact of civil
disobedience (or user self-hel p) towhich codeascodeisvulnerable. Thisiswhy the
DMCA makesitillegal to“hack” certaintechnical measuresandtomakeor distribute
hacking tools.™

Although not principally aimed at protecting publicdomainworks, theDM CA has
significantimplicationsfor thedigital publicdomainandfor territoriescontiguoustothe
publicdomain. Technical measureswill beeffectivein protecting publicdomain
information aslongasthevendor hasthe presenceof mindto usethesametechnical
measureto protect digital versionsof both publicdomain and copyrighted works.”
Technical measureswill, unlessprogrammed otherwise, persist after copyrightsexpire,
thereby undermining new entrantstothedigital publicdomain. Evenif onecould
successfully arguethat bypassing an accesscontrol usedto protect apublicdomainwork
was not actionableunder theDM CA’ santi-hacking rule (becausethat provisiononly

" Feigt, 340 U.S. a 350.

1d. at 354.

2 See, e.g., Cohen, supranote xx. Seealso Tom Bell, Fair Usevs. Fared Use: The Impact of
Automated Rights Management on Copyright’s Fair Use Doctrine, 76 N. C. L. Rev. 557 (1998).
" See LAWRENCE LESsiG, CobE AND OTHER LAWS OF CYBERSPACE 6 (2000) (discussing computer
program code as a regulatory regime).

™17 U.SC. sec. 1201

 The implications of the DMCA rules for the public domain have been recognized by many
commentators. See, e.g., Benkler, supranote xx, at 421; David Nimmer, A Riff on Fair Usein the
Digital Millennium Copyright Act, 148 U. Penn. L. Rev. 693, 738-40 (2000); Hannibal Travis,
Pirates of the Information Infrastructure: Blackstonian Copyright and the First Amendment, 15
Berkeley Techn. L.J. 777, 861 (2000).

95



96 DIGITAL INFORMATION , NETWORKS & PuBLIC DOMAIN [SamuELsON

protectstechnical measuresused bycopyright ownersto protect accesstotheirworks),®
itwouldgenerally benecessary to build atool to bypassany technical measurecontrolling
accessto publicdomainand copyrightedinformation, and that tool would arguably be
illegal under theDM CA becauseit would necessarily enabl e bypassing of an access
control that protected copyrightedworks.”” Even JudgeL ewisK aplanwho otherwise
foundtheapplication of theDM CA untroublesomeasto Eric Corley’ sposting of
circumventionsoftwareonthelnternet seemed somewhat concerned that the DM CA
might be used to protect public domain works in contravention to copyright policy.™

ThemoreseriousandimmediateconcernabouttheDM CA isnot aboutits
implicationsfor thepublicdomainbut about itsimplicationsfor territory contiguoustothe
publicdomainwherefair useand other privileged actshavelongresided.” Under existing
| aw, technical measuresdo not need to bedesi gned to enabl e privileged uses, and few thus
far deployed do so0.2° Thetechnical measurewidely usedto protect DV D movies, for
example, donot enablefair usesto bemade; indeed, it doesnot even permit userstoskip
through commercials included on the disk.

Debateshaveragedinthelaw review literatureasto whether Congressintended
to preserve someroom for fair uses under the DM CA and whether theDMCA is
constitutional totheextent they did not sointend.& A substantial consensusexistsamong
scholars that without some room for fair use hacking, the DMCA would be

7617 U.S.C. sec. 1201(3)(1)(A).

717 U.S.C. sec. 1201(a)(2). Seedsoid., 1201(b)(2)(outlawing making or distributing other anti-
circumvention tools). The vendor of technically protected public domain works might not have
standing to complain about such atool unlessit used the same technical measure to protect works
inwhich it did own copyrights.

8 Universal City Studios, Inc. v. Reimerdes, 111 F. Supp.2d 294, 338, n. 245 (S.D.N.Y. 2000), on
appeal to the Second Circuit Court of Appeals.

™ See, e.g., Julie E. Cohen, WIPO Treaty | mplementation in the United States: Will Fair Use
Survive?, 21 Eur. Intell. Prop. Rev. 236 (1999); Pamela Samuelson, I ntellectual Property and the
Digital Economy: Why the Anti-Circumvention Regulations Need To Be Revised, 14 Berkeley
Tech. L.J. 519 (1999).

8 An exception istechnically protected digital audio tapeswhich permit first generation digital
copies. Seeinfranotesxx and accompanying text.

81 Cf. Nimmer, supranote xx (fair use not preserved); Samuelson, supra note xx (fair use preserved
to some degree); Jane C. Ginsburg, From Owning Copiesto Experiencing Worksin UNITED
STATESINTELLECTUAL PROPERTY LAW (Hugh Hansen, ed., forthcoming 2001) (fair use
preserved to some degree; DM CA might be unconstitutional without some fair use limitations).
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unconstitutional 8 However, federal judgesmay bereluctant toreach strikedownthe
DMCA giventhevulnerability of digita information productsto uncontrolledinfringements.
No judgewantsto second-guessthe Congressiona judgment that thislaw isnecessary to
the survival of the entertainment industry, exaggerated though this claim may be.

The SSSCA hasyettobeintroducedinlegislation, but SenatorsHollingshas
announced that hisintent to sponsor it & Theassumptionunderlyingthislegidationwould
seem tobethat digital content cannot beeffectively protected by softwareprotections
becausethesearetoo easy to hack and the programsto bypassthem, eventhoughillegal
undertheDMCA, canbeeasily distributed viathel nternet.# Contentwon'treally be
secureuntil and unlesshardwaresystemsembed technical protectionsinthem. The
SSSCA wouldrequireall interactivedigital devicestocomply with standardtechnical
protection measures.®® Inthisrespect, the SSSCA resemblesthe AudioHomeRecording
Act (AHRA) that requiresvendorsof consumer-gradedigital audiotaping (DAT)
technologiestoinstall serial copy management system (SCM S) chipsthat prevent the
making of perfect digital copiesof digital soundrecordings® TheAHRA representsa
compromisebetween copyright owner and consumer interestsbecausethe SCM Schip
alowsconsumersto makeausabl efirst generation copiesof music, thereby alowing some

82 Seg, e.g., Ginsburg, supranote xx; Glynn S. Lunney, The Death of Copyright: Digital
Technology, Private Copying and the DMCA, Va. L. Rev. (forthcoming 2001); Neil Netanel,
Locating Copyright Within the First Amendment Skein, 54 Stan. L. Rev. (forthcoming 2001)
(DMCA unconstitutional unless some fair use limitations). See also Brief Amicus Curiae of
Intellectual Property Professors, submitted to the Second Circuit Court of Appealsin Universal
City Studios, Inc. v. Reimerdes (Jan. 26, 2001), available at.
http://www.eff.org/IPI/DMCA/MPAA_DVD_cases/20010126 ny_lawprofs amicus.html.

8 McCullagh, supranote xx. See also McCullagh’s summary of SSSCA at
http://216.110.42.179/docs/hollings.090701.html .

8 See, e.9., NATIONAL RESEARCH COUNCIL, THE DIGITAL DILEMMA: INTELLECTUAL PROPERTY IN THE
INFORMATION A GE 154-64 (2000)(software-based technical measures vulnerable to hacking) [cited
hereinafter as“Digital Dilemma’].

8 Thetext of the Aug. 6, 2001 staff draft of the SSSCA can be found at
http://cryptome.org/sssca.htm One important question that this legislation does not address, but
that will affect the impact of thislegislation on the digital public domain, is whether SSSCA
devices would have to be built not to render or read digital information lacking copyright
management information.

8 See 17 U.S.C. sec. 1002,
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fair usesof themusic.®” However, any copiesmadefromthosecopiesdegradeinquality.

The SSSCA, aspresently written, does not contain asimilar compromise
provision, andtheentertainment industry will undoubtedly resist effortstoadd one. The
implicationsof the SSSCA,, if enacted, onthe public domainand contiguousterrainwould
beprofound. Oncetechnical protection measuresareembeddedinhardware, hackingto
releasepublicdomaininformation or to enablefair or other privileged useswill become
muchmoredifficult than at present—andindeed, that woul d seem to bethe point of
making systemsmoresecure® Thecomputer industry hassuccessfully opposed|egidation
that woul d haverequired themtoinstall copy-protection systemsinthepast,® sothey may
be allies of advocates of the digital public domain in lobbying against SSSCA.

Morelikely, atleastintheshort run, isscal ed-back | egisl ation applicableto
consumer el ectronicsequipment, but not (yet) asto computers. Thiswouldaddressakey
problemfor thecontent industry: manufacturersof consumer el ectroni csequi pment want
tomakeproductsthat customerswill beeager tobuy, and customersprefer technologies
that enablethemto copy and sharedigital content over thosethat |ock thecontent down
to onedevice. Efforts, suchastheSecureDigital Musiclnitiative(SDMI), whichaimto
establishstandardsfor technically protecting digital content which canthenbebuiltinto
equipment or rendering software, arenot easy to bring tofruition becauseof thecontent
industry hasvery differentintereststhantheconsumer el ectronicsindustry. Why wasteall
that time, money, and energy inalongdrawn out negotiationwith theconsumer e ectronics
industry that doesn’ t shareyour perspectiveontheneedfor technical protectionswhen
generouscampaign contributionsand yearsof successful |obbying experiencesprovides
accesstoagroupwithalonghistory of sympathizingwith copyright industry concerns,
namely, theU.S. Congress? If privatelegidation provesunsuccessful, publiclegidation
offers an alternative means to the desired end.

Whichamongthesethreeinitiatives—UCITA, CIAA,and DM CA/SSSCA—posesthe
most seriousthreat tothedigital publicdomain? Eachisaseriousthreatinitsownright,
but moresgnificant arethepotentia synergiesamongthem (assumingal areenactedinthe

8 Sellers of DAT machines and tapes must, however, make regular payments of two percent of
their salesto the U.S. Copyright Officeto fund aroyalty pool for compensating copyright owners
for personal use copying. See 17 U.S.C. sec. 1003-04.

8 The open source community perceives SSSCA as athreat to their continued ability to continue
to devel op open source and publish open source software.

% See, e.g., RIAA v. Diamond Multimedia Systems, Inc., 180 F.3d 1072 (9" Cir. 1999).
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form currently proposed and aredeemed constitutional ). Any compilationof digital

informationprotectableby CIAA may alsobeprotectedby aUCITA licenseand by a
technical protection measurecapabl eof enforcing any restrictionimposed onthedigital

information(andlegally validated by theDM CA and CIAA). Evenif CIAA exempts
“reasonableuses’ fromliability, suchusesmay bethwarted by thetermsof aUCITA

licenseor by atechnical measurecontrolling what theuser canand can’ tdowiththe
information.

Asbetween UCITA licensesand techni cal measures(backed upby theDMCA),
the moresignificant threat tothedigital publicdomainandtoreasonableusesof digital
informationwould seemto befromtechnical measures. Securesystemsdonotallow
reasonabl eusesto bemadeof protected digital information unlessthoseuseshavebeen
pai dfor, whereasonecandwaysignoreaUCI TA licenseprovision purportingtooverride
rightstouseinformationarising under other lawsor tochallengeitsenforcesbility inalegal
proceeding. A personwho makesreasonableusesof CIAA-and UCITA-protected
informationwhichthelicensor claimsarebreachesof thelicensecanat least arguethat the
licenseterminterfereswithfederal intellectual property policy and should bepreempted,
isamisuse of intellectual property rights, is afair breach of the license, or is
unconscionable.® Ignoringatechnica measurewill beineffectua becauseitwill Ssmply
enforcethelicensor’ srulesregardlessof what thelaw might say. A legal challengetoa
technical measureinterferingwith reasonableusesis, given early court interpretationsof
theDMCA,, unlikely tosucceed or becost-effective. Somescholarshaveendorsed* self-
help” measuresby usersto preservethepublicdomainor havearguedfor changestothe
DM CA sothat anti-circumvention protectionswould only beavailableto copyright owners
who had escrowed keysto unlock technical protectionssothat prospectivefair users
could get access to them.™*

Althoughthelnternet wasinitialy architected asan openinformation environment,
itiscapable, asL awrenceL essighaspointed out, of evol vinginto an architectureof
perfect control . TheDM CA and SSSCA areelementsof alegal infrastructurethat

% See sources cited supra notes xx and yy; J.H. Reichman & Jonathan Franklin, Privately
Legislated Intellectual Property Rights: Reconciling Freedom of Contract with Public Good
Uses of Information, 147 U. Pa. L. Rev. 875 (1999).

%1 See, e.g., dulie E. Cohen, Copyright and the Jurisprudence of Self-Help, 13 Berkeley Techn. L.J.
1089 (1998); Dan Burk & Julie E. Cohen, Fair Use Infrastructure for Copyright Management
Systems, Harv. J. L. & Tech. (forthcoming 2001).

92 |_essig, supranote xx, at 6-7.
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would support sucha® secure” technical infrastructure. Governmentsand commercial
entitiesmay prefer architecturesof control toarchitecturesof openness® Althoughthe
reasonsfor their preferencesmay differ, their goa smay convergesufficiently tomakethem
alliesiningstingongreater control over theonlineenvironment. Thiswoulddiminishthe
digital public domain.

Asbetween UCITA and CIAA,, itisdifficult to say whichwould havethemost harmful
effectsonthedigita publicdomain. CIAA would haveamoreimmediateimpact onthis
domain becauseit would propertizecollectionsof digital information acrosstheboard.
Anaystswho havestudieditsexceptionsand limitationsdo not believethey adequately
protectthepublicinterest.* Itis, of course, possiblethat courtswill construeits
exceptions andlimitationsmoregenerously thanintendedin order tocomport with
constitutional requirements.*® CIAA hasnot yet beenenacted, andit may evolveintoa
morebal anced pieceof |egidationinresponsetocriticismslevel ed at high protectionist
versions of thebill.*® UCITA doesnot directly diminishthepublicdomain;itonly
presumptively validateslicensetermsthat implicatethepublic domainand adjacent terrain.
TheharmUCITA may dotothedigital publicdomainismorelikely tooccur indirectly,
that is, fromthemanner inwhichinformation providerslicenseinformationandtheextent
towhichthey enforcelicenselimitations. Thesamemay betruefortheDMCA. Thatis,
howmuch harmit ultimately doestothedigital publicdomainand contiguousterrain
dependsinlargepart on how copyright ownersdepl oy technically protected productsin
themarketplaceand theextent towhich (if any) courtslimit usesof theDM CA against
liberators of public domain information or fair users.

Threatstothedigita publicdomainshoulda sobegaugedintermsof their likelihood of
enactment and success. The CTEA constitutesthemost substantial threat tothedigital

% |d. at 54-60. Governments may want more control over the Internet in order to stop gambling or
to protect children from patently offensive materials; commercial firms may want more controls
over the Internet in order to protect commercial transactions.

% See, e.g., Benkler, supranote xx, at 583-84; Reichman & Uhlir, supranote xx, at 811-12.

% |f, for example, an historian of the Vietnam War extracted and used a substantial quantum of data
from a compilation of data about weaponry of that war, a court might consider the First
Amendment as alimiting principle on CIAA liability.

% See, e.g., Reichman & Uhlir, supranote xx, at 823-28 (discussing Senator Hatch’ s discussion
draft of database legislation).
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publicdomainbecauseit hasal ready been enacted and it hassuccessfully (thusfar)
bl ockedworksfromenteringthepublicdomain. TheDMCA'’ santi-circumventionrules
areasoineffect, anditsanti-tool ruleshavesofar withstoodfair use-rel ated challenges™
Inthetwoyearssinceitsinitial promulgation, UCITA hasbeen enactedintwo states®
It hasmet withresi stanceinsevera statelegidatures, anditsfutureisclouded becauseof
the controversiessurroundingit. Asnoted above, Congresshasnot adopted CIAA
(athoughtheHouseof Representativespassedit twicein 1998%). Compromiselegisation
may benecessary to attain enactment, and thiswoul d presumably limit thedamagethat
CIAA would do to the digital public domain. SSSCA hasyet to beintroducedin
Congress, dthoughwiththefirst hearing having already been scheduledto consider it, its
introduction must beimminent. SSSCA hasvery littleimmediate chanceof passage, but
it isan ominous portent for the future.

Asfor privateinitiatives, DV D-CCA has, through acomplex licensing arrangement,
successfully ensuredthat all DV D playerssoldintheU.S. and e sewherehavetechnical
measures embeddedinthem. Thehugesuccessof theDV D moviemarket showsthat the
content industry’ sfond hopethat consumerswill buy technically protected content once
they get usedtoit may havesomechanceof being actuaized. Theoverwheming mgjority
of moviesdistributedon DV Dsareworksin copyright, not publicdomainworks, sothe
impact onthedigital publicdomainfrom CSS-protected DV Dsisconsequently limited,
althoughimpactsonfair usesareconsiderable. SDMI hasbeenlesssuccessful asa
contentindustry initiativeto ensuresecurecontent and secureplayers, but thereisevery
reasonto believethemgj or playersinthesound recordingindustry will moveforwardwith
distributingtechnically protected content. They are, moreover, aggressively challenging
through litigationarangeof technol ogiesthey percelveasthreatstotheir interests. MP3
filesof commercia sound recordingsandtechnol ogiesfor distributing M P3fileshavecome
dangeroudy close, intheindustry’ sview, toaninvoluntary dedication of thisdigital content
tothepublicdomain.!® Whilesomecommentatorsassert that effortsto usetechnical

9 See, e.g., Reimerdes, 111 F.Supp.2d 294; RealNetworks, Inc. v. Streambox, Inc., 2000 U.S. Dist.
LEXIS 1889 (W.D. Wash. 2000).

% The states that have enacted UCITA are Virginiaand Maryland.

% The House version of the legislation that became the DMCA included CIAA. However, because
the Senate had not given due consideration to CIAA or similar legislation at that point and
because of non-consensus about such legislation, the Senate would not agree to the inclusion of
CIAA inthe DMCA. See Reichman & Uhlir, supranote xx, at 829-30.

10 See, e.g., Digital Dilemma, supra note xx, at 76-94 (analyzing digital music as*intellectual
property’ s canary in the digital coal mine”).
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measuresto protect mass-marketed digital content and | egid ationsuchasthe DM CA will
proveasfutileastryingto makewater not wet,'°* it remainsan openand hotly contested
guestionhow technology, digital content, andthelaw will evolveandinteractinthenext
decade or so.

V. Strategies for Preserving and Nurturing the Public Domain in the Digital
Environment

Oneof thegoal sof thisconferenceistoarticul atestrategiesfor preservingand
nurturing thepublicdomainasanatural (if intangible) resource. Thisisaparticularly
appropriategoal astodigital information becauseitisso cheap and easy tocollect, store,
processand makeavailableviaglobd digital networks. TheThomasdatabaseof materials
onlegidation pending before Congressisanexampleof adigita publicdomainresource
of great valuetothepublic. Other federal government websitespublishindigital formon
thelnternet agency reports, proceduresfor applyingfor benefits, schedulesof hearings,
judicial opinions, rulemakingdata, andthelike. Numerousstateshavemadesimilar
resourcesavailableonopensitesontheWeb. Inaddition, projectstoestablishdigital
libraries, digital repositories, knowledgeconservancies, creativecommons, andthelike
already exist, and moresuchinitiativeswill surely beundertakeninthecomingyears.
Scientistshavecreated avariety of digital publicdomainresources, includinglibrariesof
reusablecodeand databasesof scientificandtechnica informationindigital form, which
are also available on the Internet. The Library of Congress has not undertaken
digitalization projectsof historically significant partsof theLibrary’ scollection. Ithasaso
convenedagrouptoconsder strategiesfor digital preservationof information. Both have
very substantial and positiveimplicationsfor thedigital publicdomain. Asmuch
informationmay belost tothepublicdomain becauseit wasstoredin proprietary formats
that arenolonger readableby current generationsof technol ogiesasby legidationsuchas
CIAA or UCITA..

Entrepreneurial individualshaveal so taken advantage of the Web to make
availableawidearray of material sthat, strictly speaking, areprotected by copyright but
that areposted on openwebsiteswithfew or norestrictionson copyingor distribution.
Thisincludesarticleswritten by academicsposted ontheir homepages, pre-print archives
of articlesenabling scientiststo sharethelatest learningintheir fields, electronicjournals,
newsgroups, webresourcesontheposter’ sfavoritetopic, and M P3filesof music posted

101 See Bruce Schneier, The Futility of Digital Copy Protection at 2 (on file with the author).
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by bandswantingto attract new audiences. Brewster Kahlehascreated avast nonprofit
digital archiveof thelnternet and World WideWeb sothat researcherscaninvestigate
suchthingsashow muchthe Web hasgrown over time, what changesoccur inthe
languagesused ontheWeb over time, and what proportion of Web content istakendown
or put upinunitsof time, just tonameafew researchablequestions. A very substantial
amount of highquality freecontentisavail ableontheweb (althoughjunk informationis
also prevalent). Evensitesof profit-making entities, such asespn.com, cnn.com, and
nytimes.com, post alargevolumeof highquality informationonthelnterentwhichare
accessi bl eby thosewhoarewillingtolet cookiesbeplanted on hisor her harddriveor
Sign up as a user.

Amongthemost interesting devel opmentsthat contributestothedigital public
domain, eventhough, strictly speaking, notinit,isopensourceor “free” software.X2
Open sourcesoftwarecontributesto the public domain becauseitslicensesrequirethat
sourcecodeinstructionsbepublicly available. All of theknow-how embodiedinthe
program will thusbeaccessible. Becauseopen sourcelicensesencouragefollow-on
innovation, open sourcecontributesto ongoinglearning that further enhancesthepublic
domain. Open sourcesoftwareisnotitselfinthepublicdomain. Rather, itinvokes
intellectual property rightsasthebas sfor alicensing strategy aimed at preservingadigital
commonstheprogram’ sdevel oper wishedto establishfor it.'** From thestandpoint of
many open sourcedevel opers, dedicating aprogramtothepublicdomainisasuboptimal
strategy for achieving open sourceobjectivesbecauseproprietary derivativescanbemade
of publicdomain programs. Thosewho breachthetermsof an open sourcelicenseby
making aproprietary derivativeprogramwill bedeemedinfringersof theunderlying
intellectua property rightsintheprogram and can beenjoined fromthisformof free-riding
onopen sourcedevelopment. Thus, opensourcelicensesuseproperty rightstopreserve

102 See, e.g., Chris DiBona, Sam Ockman, and Mark Stone, I ntroduction to Open Sources: Voices
from the Open Source Revolution, (O’ Reilly 1999),
http://www.oreilly.com/catal og/opensources/book/intro.html.

103 See, e.g9., Eben Moglen, Anarchism Triumphant: Free Software and the Death of Copyright,
First Monday (August 1999) available at
http://emoglen.law.columbia.edu/publications/anarchism.html (discussing the General Public
License used by the Free Software Foundation). The open source community has mixed feelings
about UCITA. On the one hand, members like the fact that mass-market licenses are enforceable
and that warranties can be disclaimed. On the other hand, open source developers depend on the
ability to reverse engineer and make other unauthorized uses of other firms' software and hence
are generally opposed to enactment of UCITA.
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and maintainacommonsinan existingintellectual resource.’ Whiletheinitia subject
matter of open sourcedevel opment wassoftware, someeffortsarebeing madeto adapt
open source licenses to other subject matters, such as digital music.'®

Asadmirableasopen sourcemay asan exampleof astrategy for preservingand
extendingthedigital commons, thereisa sovalueof preservingapublicdomainfromwhich
proprietary derivativescan bemade. Oneof thekey objectionsto CTEA isconcern
about new worksthat will not becreated becauseof it. Aninducement tothecreation of
new worksfromthepublicdomainistheincentiveof copyright protectionfor thederivative
work. Writerswould belesslikely toadapt apublicdomainstory intoadramatic play if
theplay, oncewritten, hadto bededicated tothe public domainbecauseitsgenesiswas
a public domain work.

Asworthy of our attention asriskstothepublicdomain, soareriskstoinvestments
indeveloping high-valuedigital information products. Themarginal cost of reproducing
anddistributingdigita information may bezero (or nearly so), butinitial devel opment costs
may still behigh, asmay becostsof transformingthedigital informationinto marketable
formandthen of marketingit. Whilesomehopedthat advertisingwould providea
sustai nablerevenuestreamthroughwhichdigital content providerscouldrecoup
investments, thisseemsalessviablelong-term strategy after thedot.combust. Some
commentatorshave proposedthat firmsgivedigital content away for freeandrely onwhat
werepreviously ancillary marketsastheir new primary markets(e.qg., sell support or
customization servicesinstead of softwareor sell concert ticketsinstead of copiesof digital
music).X® Thismay beamoreviablestrategy for somedigital contentthanfor all. Some
economistshavesuggestedthat digital content providerssell different versionsof their
productsondifferent termstodifferent customers, for example, giving away somecontent
tocreatedemandfor one’ sproduct, but offering higher valueversionsfor ahigher price,
or offering someinformationfor freeor at very low cost, but charging moretothosewilling

104 See, e.g., Carol Rose, The Several Futures of Property: Of Cyberspace and Folk Tales,
Emission Trades and Ecosystems, 83 Minnesota L. Rev. 129 (1998) (suggesting that limited
common property rights may be appropriate for some types of digital information). This, in
essence, iswhat open source licenses assert.

105 See, e.g., Oscar S. Cisneros, Expanding the Universe of |deas Wired News (June 17, 1999),
http://www.wired.com/news/news/politics/story/20276.html (discussing the open publication
license): CAFE project and open audio license at http://www.eff.org.

196 See, e.g., Esther Dyson, Intellectual Value, 3.07 WIRED 136 (1995).
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topay for earlier accesstotheinformation.” Withagoodbusinessmodd , intellectua
property rightsmay bemuchlessimportant.1®® Thedigital informationmarketisquite
unstableright now inpart becauseno oneissurewhat businessmodel sareviablefor
digtributing digita informationviagloba networks. Thefear, uncertainty and doubt thishas
engendered among content providersmay explainwhy they havebeen sointent ongetting
stronger legal rights. They don’t exactly know what they need but feel they need more
rightsjustin casean emerging bus nessmodel might bebased onthem. What they don’t
need, they won't use.®

V. Concluson

This paper has considered avariety of waysin which the digitalization of
information and the development of global digital networks have made positive
contributionstothepublicdomain. It mappedthepublicdomainasanaidto assessment
of how threateningvariouslegal and policy initiativesarefor thedigital publicdomain.
UCITA, CIAA, andtheDM CA affect abroad swath of thedigital publicdomainand
contiguousterritories, suchastherealmof fair uses, and asshown above, theselegidative
initiativesmay producesynergistic effectsfurther underminingthedigital publicdomain
unless something happens to prevent this.

Thereare several waysto avert thesethreatsto thedigital public domain. First,
Congressor, inthecaseof UCITA, statel egislatures, can becomemoreawareand
attentive toexpressionsof concernabout theill effectstheselawswould haveand either
decide not to enact them or toamend themto all eviatethe problemsthey present.
Second, thecourtscould construetheselavsmorenarrowly thanthey wereinitialy drawn,
gtrikethem downasunconstitutional, or interpret them asunconstitutional unlesslimited by
publicdomainandfair useprinciples. A key obstacletorelianceontheCongtitutionisthat
courtstoooften behaveasthoughthereisanintellectual property exceptiontotheFirst

197 Seg, e.g., CARL SHAPIRO & HAL VARIAN, INFORMATION RULES (1998); Digital Dilemma, supranote
XX, at 176-86 (discussing various business models for digital content).

108 |d. at 183-84 (“ one approach to I P rightsin aworld where digital content is difficult to control
entails selecting a business model that does not require strict control™).

109 Cary Sherman, General Counsel to the Recording Industry Association of America, once offered
this explanation when | asked him why the content industry was so intent on getting control over
all temporary aswell as permanent copies of digital content.
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Amendment™® They havebeen quitedeferential to Congressional judgments, using
rational basisanalysisrather thanintermediatescrutiny.™ They act asthoughthelimitsin
Articlel, sec. 8, cl. 8, bothexpressand applied, lack meaningful substance.**? The
progress of scienceandtheuseful artsdependsoninformation beinginthepublicdomain
and availablefor reusesasmuch asonthegrant of intellectual property rights. Third, the
publicmay not bewillingtoaccept lawsthatimpedesocialy desirableuses. If peoplejust
say notolicensingandtotechnically protected content, thecontentindustry, thecourtsand
the legislature will have to adjust to this.

Participantsinthisconferencehavearol eto play inpreserving and nurturing the
publicdomain. Wecan pay attentiontolegal and policy initiativesaffectingthisdomain,
analyzetheirimplications, assesstheir congtitutionality, and writeand speak tovarious
audiencestorai seconsciousnessabout thenegativeimpactsthat particul ar initiativesmay
have. Someof uswill undertakelitigationto preservethepublic domainand contiguous
territories.!® Otherswill draft testimony about pending or proposed | egidlation or offer
alternativeproposals. Awarethat therhetoricof scholarly discourselacksthecrispness
of thevernacular, wewill need to search for new vocabul ariesand metaphorsto convey
our messagesof concern. Our effortstoaffect policymakingwill sometimesbear fruit
(e.g., CIAA hasnot beenenacted, and UCI TA hasencountered moredifficultiesthanits
drafters expected), but sometimesnot (e.g., DMCA and CTEA). To achieveour
obj ectives, weneed not only to keep doingwhat wedowel | but alsoto reach beyondthe
communitiesweaready inhabit tofindfriendsand alliesamongthoselikely tobeaffected
by initiatives that concern us. And we need to be cheerful about it too.

Itispossibletobuildanew politicsof intellectual property that hasregardfor the
publicdomainandfair uses, althoughthiswill not beeasy, andwecertainly can’tdoit

110 See, e.g., Eldred, 239 F.3d at 375 (citing caselaw holding that copyrights are categorically
immune from challenges under the first amendment). But see Mark A. Lemley and Eugene Volokh,
Freedom of Speech and Injunctionsin Intellectual Property Cases, 48 Duke L.J. 147
(1999)(criticizing the too frequent use of injunctionsin intellectual property cases when First
Amendment principles should make courts more wary of injunctive relief).

11! See Eldred, 239 F.3d at 378.

12 TheD.C. Circuit, for example, recently interpreted the preambleto Art. |, sec. 8, cl. 8 (“to
promote the progress of science and useful arts’) as not constituting a substantive limitation on
Congress. |d. at 376-77.

113 Paul Heald has offered insightsinto legal claims that might be useful to challenge spurious
claims of copyright in public domain material. See, e.g., Paul J. Heald, Payment Demands for
Spurious Copyrights, 1 J. Intell. Prop. L. 259 (1994).
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aone.* Tobesuccessful, anew public-regarding politicsof intellectual property must
haveapositiveagendaof itsown. It cannot just opposewhatever legidativeinitiativesthe
major content industry organi zationssupport (althoughit almost certainly will needtodo
thisaswdll). It should begrounded ontheredlizationthat informationisnot just or mainly
acommodity; itisalsoacritically important resourceandinput tolearning, toculture, to
competitionandinnovation, andto democraticdiscourse. Intellectual property must find
ahomeinabroader-basedinformation policy, and beaservant, not amaster, of the
information society.

114 James Boyle was the first to call for anew politics of intellectual property. See, e.g., James
Boyle, The Palitics of Intellectual Property: Environmentalism for the Net?, 47 Duke L.J 87
(1997). For my endorsement of this concept, see Pamela Samuelson, Toward a New Politics of
Intellectual Property, 44 Comm. ACM 98 (March 2001).
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