CHAPTER 10

Systems Management

Windows 95 is the first version of Windows exprgatsigned for manageability. The
design ensures that management of the Windows 95 Be&essible both locally and
remotely via a privileged network manager. Netwsekurity is used to determine
administrator-privileged accounts using pass-thhosggurity. Windows 95 also provides
for PC users to be logically separated from thestgihg configuration of their PCs so
that the PC and user configurations and privilegesbe managed independently. As a
result, network managers can allow users to “rarethe network—that is, log on from
virtually any PC on the network and then operatenfa desktop that has the correct
settings and network privileges. The logical sefi@nzalso means that a single PC can be
shared by multiple users, each with a differenkttgsconfiguration and different
network privileges.

Given the proliferation of PCs connected to corpereetworks, the Windows 95 PC must
be able to participate in any network-wide managerasehemes. Windows 95 is designed
to meet various network management criteria by idiog built-in support for several of
the key network management standards. With thiasirfucture built into Windows 95,
network management applications will be able tosjgi® tools for network managers to
keep PCs and networks running more efficiently eost effectively.

Open management interfaces are key to the managi@nmamentation in Windows 95.
Where a standard exists, Windows 95 implementsiahlimg technology to embrace the
standard—for example, an SNMP agent is suppliethable remote management of
Windows 95 PCs via any humber of third-party SNMRsoles. Where no standard
exists, the management interfaces are documentbe Win32 API set. Microsoft
expects that management software will be availtdyl&/indows 95 from a wide range of
vendors.

The following list outlines the key components loé management infrastructure in
Windows 95:

¢ The Registry

e The Registry Editor

e User Profiles (the user component of the Registry)

¢ Hardware Profile (the system component of the Riggis

*  System Policies (the network and system policy acamapt of the Registry)

e The System Policy Editor

¢ Remote Administration Security (the remote admithantication scheme)

¢ Remote Procedure Call (the mechanism used to rénasteinister Windows 95)
¢ NetWatcher
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¢ The System Monitor

¢ The SNMP Agent

¢ The DMI Agent

« Backup Agents, such as Cheyenne ARCServe and AMada

The discussion of the management infrastructuk¥imdows 95 is organized as follows:

¢ The Registry

¢ User Management

e System Management
¢ Network Management

The Registry

The Registry is the central repository in which dbmws 95 stores all its configuration
data. The Windows 95 system configuration, the B@Wware configuration, Win32—
based applications, and user preferences aregedidsin the Registry. For example, any
Windows 95 PC hardware configuration change thatgde via a Plug and Play device is
immediately reflected in a configuration chang¢hi@ Registry. Because of these
characteristics, the Registry serves as the foiond&ir user, system, and network
management in Windows 95.

The Registry essentially replaces the various MSS@d Windows 3.11 configuration
files, including AUTOEXEC.BAT, CONFIG.SYS, WIN.INSYSTEM.INI, and the

other applications .INI files. However, for comjidity purposes, instances of
CONFIG.SYS, WIN.INI, and SYSTEM.INI files may exish a Windows 95 PC for
backward compatibility with either 16-bit devicewdirs or 16-bit applications that must
run on Windows 95. For example, 16-bit applicatiails probably continue to create and
update their own .INI files.

The Registry concept in Windows 95 is built upoa Registry concept first implemented
in Windows NT. The Registry is a single configupatidatastore built directly into the
operating system. Although it is logically one datae, physically it consists of three
different files to allow maximum network configuict flexibility. Windows 95 uses the
Registry to store information in the following tlerenajor categories:

¢ User-specific information, in the form of User Hied, is contained in the
USER.DAT file.

e Hardware or computer-specific settings (the Haréwrnofile) are contained in the
SYSTEM.DAT file.

« System Policies are designed to provide an ovefoidany settings contained in the
other two Registry components. System Policies cosain additional data specific
to the network or corporate environment, as esthbtl by the network manager.
They are contained in the POLICY.POL file. Unliké STEM.DAT
and USER.DAT, POLICY.POL is not a mandatory compurad a Windows 95
installation.

Together, these three components comprise the tRediseaking the Registry into these
three logical components provides the following dfés:

e The Registry components can be located in phygidifierent locations. For
example, the SYSTEM.DAT component and other Wind®&/system files might be
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located on the PC’s hard disk, and the USER.DATpmmment might be located in the
user’s logon directory on a network server. Witls tonfiguration, users can log on
to various PCs on the network and still have theique network privileges and
desktop configuration, allowing the “roving usegtwork configuration for

Windows 95.

e All of the Registry files and the rest of the systiles in Windows 95 can be
installed on a network server. This configuratioakdes Windows 95 to be run on a
diskless or remote initial program load (RIPL) watekion, or from a floppy disk
boot configuration. With this scenario, Windows&@m be configured to page to a
local hard disk but still load all its system fillsem a server.

¢ The Registry and all of the system files can b&ifes] on the local hard disk. With
this configuration, multiple users can share alsiffgindows 95 PC. Each user has a
separate logon username, separate user profilerateprivileges, and separate
desktop configuration.

e The network manager can administer an entire nétgvaser privileges by having a
single, global POLICY.POL file. Or the network maea can establish these policies
on a server basis or on a per-user basis. Indklgdn, a network manager can
centrally enforce a “common desktop configuratior’each end-user type. For
example, a data-entry Windows 95 PC can be cor@so that only two
applications—the data entry application and e-mailr-Hoarun. Additionally, the
network manager can specify that data-entry ussersat modify this desktop
configuration. In spite of this configuration, tidéindows 95 PC can fully participate
in the network and is fully configurable if a diféat user with more network
privileges logs onto the same PC.

e Separate privileges can be assigned to users an&@ For example, if a user who
has sharing privileges logs onto a Windows 95 R lths no sharing (no peer
services), the user cannot access the PC’s resodrais feature is useful if certain
PCs contain sensitive data that should not be éstide” to the corporate network.

The Registry contains ordered pairs of keys anitl #ssociated values that are
manipulated via the Win32 Registry APls. For examfiie Registry might have a
Wallpaper key with an associated value of WORK.BManing that the current desktop
background is configured to use the “Work” bitmap.

Additionally, a special category of keys knowndgmamic keys are either pointers

to a memory location or a call-back function. Dymakeys are a new Registry
enhancement in Windows 95. They are used by deWieers or Windows 95 subsystems
that want to register a dynamic data type, such@sunter, in the Registry. In the case of
network cards, the dynamic keys represent dataasidata transfer rates, number of
framing errors, packets dropped, and so on. Inrg&rgynamic keys are used for data
that is updated frequently and is therefore not sgted for storage in the disk-based
Registry. Because the dynamic keys exist in mentbgjr data can be quickly updated
and quickly accessed. The data can be accesséé Bydtem performance tools in
Windows 95, which call the Registry for the dateytlare monitoring.

Arbitrary keys and values can be created eithegnaramatically or by using the Registry
Editor (REGEDIT) tool. The APIs for managing thegigtry are the Win32 Registry
APIs, which can be remotely invoked via the Micrio&PC (DCE-compliant) support
built into Windows 95. Windows 95 includes both tlient and server portions of
Microsoft RPC, making the Registry manageable retpdtom another Windows 95 PC.
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In this scenario, the network manager’s systehdRPC client. It accesses the Registry
APIs on the target Windows 95 PC via the RPC sanuaming on the target machine.
This RPC access to the Registry is secure, anconetwanagers can limit access to
either named privileged users or a group of netwagkagers.

The Registry is also editable using the RegistrigdEditility. As shown in Figure 61, the
Registry consists of various parallel “trees.” TRegistry Editor is built upon the RPC
support and can edit the local Windows 95 Registsywell as the Registries on remote
Windows 95 PCs. Although the Registry Editor isyveowerful, it is fairly rudimentary
in design and is intended for use by knowledgeBileand network support staff or
power users. Most end-users will never use thedRgdtditor because Registry entries
are usually modified via the Control Panel, by &agilons, or via Plug and Play.
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Figure 61. The Registry Editor, showing the setting stored in the Registry, which
can be accessed remotely

As Figure 62 illustrates, the Registry is the calntiatastore that all system management
services build upon. Note that all key subsysterasiaited by the Registry, and “agents”
for standard management protocols, such as SNMRmgemented for Windows 95
using the Registry and Registry services.
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Figure 62. The Windows 95 management architecturehswing the central role of
the Registry

User Management

Windows 95 is the first version of Windows to immpient functionality for management
of user-specific configurations and user-specifigilgges. User management under
Windows 95 is most evident with the introductioreadfiser logon dialog box that
minimally prompts users for their logon names aasgispvords each time they reboot a
Windows 95 PC. This logon dialog box captures thermame and password, which can
trigger Windows 95 to dramatically reconfigure tlesktop and, as needed, limit access
to either network resources or sharing capabilfies this Windows 95 PC.

Windows 95 can also pass the username and pastwotdh to registered applications
and network services that use the Windows 95 lagfommation as a “master key” for
granting or denying access.

The user management capabilities in Windows 9%aileupon the following
components:

e User Profiles
e System Policies
e Server-Based Security

User Profiles

In Windows 3.11, settings unique to a user weratkxt in many disparate locations,
including AUTOEXEC.BAT, CONFIG.SYS, WIN.INI, SYSTEMI, and numerous
application-specific .INI files. Because this daias often intertwined with the Windows
internal configuration data, providing good usenagement using Windows 3.11 was
very difficult. For example, the simple task ofoaling multiple users to work on a single
PC was not possible with “out-of-the-box” Window4 B. Managing multiple user
configurations on a network was even more difficult

Various tools and products attempted to retroalgtiaddress the lack of user
management capabilities in Windows 3.11. Out oEssity, many companies wrote their
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own user management tools or used third-party mtsdo help manage multiple users on
their networks. Very often, this user namespacendideverage the existing namespace
of the corporate network resident on the networkess. In some cases, the user
management software was implemented as a replat&iedows shell, with varying
degrees of compatibility with existing Windows—basgplications and the underlying
network client software.

User management in Windows 95 is integral to tlesy and is implemented in a feature
known as User Profiles. User Profiles are parhefRegistry, and they contain system,
application, and network data that are unique dividual users of a Windows 95 PC.
The User Profile characteristics can be set byiee, by the network manager, or by the
help-desk staff. In contrast to Windows 3.11, trsetProfiles in Windows 95 are
contained within a single file named USER.DAT. Baeking all user-specific data in one
file, Windows 95 can provide a means to manageiiee of the PC separately from the
configuration of the Windows 95 operating syster e PC hardware. This separation
also allows the user information to be located phwgsically different location than that of
the system configuration. It also allows the Userfiles to be updated separately from
the rest of the Registry. All settings containethimi a User Profile are administerable
locally or remotely from another Windows 95 PC. \tmws 95 enables centralized user
management, and the network manager can user thistigeEditor provided with
Windows 95 or a variety of third-party tools to @uiate management of User Profiles.

The settings contained in User Profiles includefttiewing:

« Windows 95 settings, includimesktop layout, background, font selection, colors,
shortcuts, display resolution, and so on

¢ Network settings, including network connectionsrkgpoup, preferred server,
shared resources, and so on

* Application settings, including menu and toolbanfigurations, fonts, window
configuration preferences, and so on

User Profiles can effectively be disabled for Wind®5 PCs with only one user, by
disabling the option that gives each user a sepaegktop in the property sheet for
security, shown in Figure 63.
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Figure 63. The property sheet for security, showingJser Profiles enabled and
specifying unique desktops, Taskbar options, and pgram groups for each user
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System Policies

System Policies are designed to give network masadpe ability to customize

control over Windows 95 for users of differing chipiéies or network privilege levels,
including control of the user interface, networlpahilities, desktop configuration,
sharing capabilities, and so on. Like the other Registry components, System Policies
consist of pairs of keys and values. Unlike theeptivo Registry components, System
Policies are designed to override any settingsrtizat exist in User Profiles or Hardware
Profile. System Policies are not necessary to erablindows 95 system to boot. They
are loaded last and are typically downloaded frdotation on the network server
defined by the network manager.

System Policies can be used to define a “defaattirgy for the User Profile or the
Hardware Profile, as shown in Figure 64. Defadiitirsgs for both a default user and a
default computer may solve the problem of precaméd PCs for network managers.
New PC hardware comes pre-installed with Windows ansome cases, with the
network hardware and software necessary to comnele corporate network. Many
network managers have a network-wide standard Wied11 that they configure by
hand on each PC before the PC is allowed on thgocate network. However, if a PC is
delivered directly to an end-user, as is oftenctiee, the network manager doesn’t have
the opportunity to install the network-wide stariaonfiguration on that PC. Default
System Policies can solve this problem. For exanipike network-wide standard
Windows configuration consists of a standard setpgfiications and a standard set of
network privileges, such as servers to which cotioeds allowed, the network manager
can preconfigure a default user-based set of SyB@ities to “enforce” these standards
the first time the PC is connected to a networkeserAssuming that the user logs on with
a valid network logon username, the network prgele made available will be exactly
those that the user is entitled to.
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Figure 64. The System Policies properties for a dedilt computer
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The range of desktop control offered by Systemdrasliis fairly comprehensive

and includes standard network connections andrthblieg and disabling of peer sharing
capabilities, as well as such controls as passagirty. For example, the network
manager can define a desktop for a user and tbhek own” this desktop configuration
by turning on the attribute that makes the deskiapodifiable by the user. The network
manager can also ensure that the user has acdgss approved applications by not
allowing the user to run any other programs. Tagdriction prevents the user from
running programs from the command line or fromltthdorowsers and thus prevents
installation of additional software. Another exampf the way System Policies might be
used is to disable elements of the Control Pamaliders who have the habit of
reconfiguring their PCs and as a result, are péatinrihelp-desk intensive.”

System Policies for Users

Windows 95 supports a set of System Policies iategrwith various system components
for controlling the Windows 95 environment on a-pser basis. The following areas and
System Policies can be controlled for users:

e  Control Panel. Within this category of options, network manageas set policies to
prevent the user from accessing Control Panelfeatolicies include:

¢ Restricting access to the Control Panel's Disp#dtirgys, Network settings,
Printers settings, System settings, and Securitynge

e Desktop.Policies can prevent users from modifying deskeatures. Policies
include:

« Specifying a wallpaper and color scheme to be used

¢ Network. The network policies provide restrictions to filed printer sharing.
Policies include:

« Disabling file sharing and printer sharing controls

e Shell. The shell (Ul) policies can be used to customi#ddrs and other elements of
the desktop and to restrict changes to the UlcRgliinclude:

e Customizing the user’s Programs folder, DesktomsteStartup folder, Network
Neighborhood, and Start menu

Restrictions include:

¢ Removing the Run and Find commands from the Stanum

¢ Removing folders and the Taskbar from SettingsherStart menu

¢ Hiding drives in My Computer and hiding the Netwdikighborhood
¢ Removing Entire Network from the Network Neighboodo

¢ Hiding all items on the desktop

¢ Disabling the Shut Down command, which preventsigbd settings from being
saved at exit

e System.These policies restrict the use of Registry editools, applications, and
MS-DOS-based applications. Policies include:
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¢ Restricting the use of Registry editing tools
¢ Running only selected Windows—based applications
« Disabling the ability to run an MS-DOS command ppband single MS-DOS
application mode
System Policies for Computers

Windows 95 supports a set of System Policies iategrwith various system components
for controlling the Windows 95 environment on a-pemputer basis. The following
areas and System Policies can be controlled fopatens:

e System.These policy settings relate to the computer goméition. Policies include:
¢ ldentifying the network path for Windows Setup
¢ Enabling User Profile support

« ldentifying items to be run each time the compatarts or to be run only once
when the computer first starts

« Network. These policy settings relate to the network camfigjon of the computer.
Policies include:

¢ Controlling logon settings

« Disabling file and printer sharing

¢ Activating user-level security

e Controlling password settings

« Disabling remote dial-up access

e Controlling remote access to the Registry

« Defining properties for remote policy updates

« Defining settings for the Client for Microsoft Netvks and the Microsoft Client
for NetWare Networks

e Setting attributes for the SNMP service

Registry Tools

The primary user management tools in Windows 95k dReqistry Editor and
the System Policy Editor. For most other typessariadministration, network managers
use the same user accounts tools on their PC sehatrthey used before Windows 95.

Registry Editor

The Registry Editor allows network managers toaliyeread and write values that are
contained in the User Profiles and the HardwardilBria the Registry. Using this tool,
network managers can read current settings, mtiukiy, create new keys and values, or
delete current keys and values in the Registry.



10 Microsoft Windows 95 Reviewer’s Guide

The Registry Editor can edit remote Registriesgiite RPC-enabled Win32 Registry
APIs built into Windows 95. In the case of a Usesfle residing on a network server,
the network manager simply connects to the netwerlter and opens the file using
normal file I/O—no RPC connection is needed betwbenNindows 95 client and the
network server.

System Policy Editor

The System Policy Editor, shown in Figure 65, gates the System Policies file,
POLICY.POL. This tool allows network managers tedfy specific network policies or
user configurations for Windows 95. The tool isemsible by third parties; the ADF
format is a text file that can be extended by nekwool vendors or by network managers
as needed. The System Policy Editor works via lélgal/O and is not RPC-enabled.
Because the System Policies file is located cdpntoal a network server, typically one
copy is needed per server. All the network manageds to do is connect to the network
server and edit the System Policies file.

£ Syztem Policy Editor - [Untitled)

Fil= Edit “iew Optionz Help
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T Default Compy...

Q Diefault Uzer
|2 entries &

Figure 65. The System Policy Editor, which enablesdministrators to define policies
on a per-user basis

The Role of the Server in Systems Management

In user management, the server plays a centralAfllaser namespace management is
performed on the network server, so the native-lesetl security mechanism built into
the network server is used by Windows 95 for usgoh authentication and pass-through
security. Windows 95 has no built-in user-levelwsdg mechanism of its own. As a
consequence, network managers can use the fasgleer administration tools to
manage user accounts for Windows 95.

The second role of the server in user managemaffiridows 95 is to contain copies of
User Profiles and System Policies. Typically, UBesfiles are stored in user directories
that are read/write enabled for the user. As cheiage made to the local copy of User
Profiles, the copy that resides on the server iater—Windows 95 keeps the local and
network image synchronized. System Policies shbaldtored in a directory that is
accessible to all user logons and should be maxtkawrly for users to ensure that only
network managers can modify the network-wide pefichat the System Policies file may
define.
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System Management

Windows 95 systems have been designed to be mamagledboth locally and remotely,
using the Registry’s remote capabilities. The Regisnables network managers to
remotely manage the system software settings ofléviss 95, including settings used by
device drivers. For example, network managers eamtely change the network frame
type in use on all the PCs under their oversightrRo Windows 95, this task would, in
many cases, be performed by directly editing thd XIEEG or PROTOCOL.INI files.

Plug and Play makes the hardware configuration imfddivs 95 PCs much more
manageable. It also addresses a paramount proateng fusers and help-desk staff: that
of proper hardware configuration. One of the mamnglex hardware/software
configuration problems revolves around the useoofgble-computer docking stations.
Typically, portable-computer users have a “booffigomation” manager to help manage
the different devices that need to be installedrwthe computer is docked or when it is
remote. Creating these configurations is very tatoesuming and must often be done for
each system setup because of conflicts with otbeicd drivers that may be installed.
Plug and Play automates docking, as well as th@luUBEMCIA cards, and helps with
link management when moving from fast links to ssowsynchronous links. The
Windows 95 system detects events such as dockidgdking, PCMCIA card
insertion/removal, and moving between fast/slowimetd appropriately loads and
unloads device drivers and configures them autaaifti Windows 95 also notifies
applications that the device is either availablemavailable.

The Windows 95 Tools

Windows 95 includes a variety of tools that allosers or network managers to configure
the hardware and software on a Windows 95 PC. Tinekede the following:

¢ The Control Panel.Most key system settings are accessible via thér@dpanel,
which has traditionally been the only interfaceilade for directly modifying the
configuration of hardware and software settingg/indows. The Control Panel in
Windows 95, like its Windows 3.1 predecessor, teesible and provides the best
local mechanism for managing all system setting®Vindows 95, all network
settings have been consolidated into a single Nétveml, rather than being split
between several discrete applications as in peesions of Windows.

« Context Menus and Property SheetsContext menus and property sheets list
a number of actions that can be directly applieslygiem objects. They are displayed
by right-clicking the object. For example, the Redfes command on the context
menu for a directory with sharing enabled allowsrago invoke sharing of the
directory. The Properties command on the contextunfier a server tells whether the
server is a NetWare server, a Windows NT servea, \Windows 95 system.

e Plug and Play.The current hardware configuration for the sysieaccessible via
the Control Panel’'s System tool. All hardware deviodes in the hardware tree are
shown, with current configuration settings. Thestisgs are updated dynamically
whenever a device’s configuration changes or ifdéece is inserted or removed.

* The Registry Editor. For network managers or help-desk staff, the Regisditor
allows remote viewing and editing of the full Regjs Data contained in the Registry
is represented in its hierarchical tree structgrpairs of keys and values.
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¢ The System Policy Editor.System capabilities can be enabled or disabledj ki
System Policy Editor. For example, sharing canibalfled on a machine basis, or
local Control Panel usage can be disabled for mivilgned users.

« The SNMP agentRemote desktop management, including hardware afheiase
inventory and the ability to make remote changebdcsystem, is possible via the
SNMP agent for Windows 95.

Performance Monitoring

Windows 95 includes an enhanced performance mamitatility that enables network
managers and help-desk staff to more quickly treshmbot performance problems caused
by an invalid configuration or some other conflithe System Monitor, shown in Figure
66, is the replacement for WinMeter in Windows fdorkgroups. It provides more
detailed information about the system’s I/O perfanee, including file /0 and network
I/O performance. Data is gathered on an FSD bakish means information can be
gathered from the FAT file system and any humbevetfvork redirectors that may be
loaded. The interfaces to the System Monitor aenggnd are extensible by third parties.
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Figure 66. The System Monitor, which allows localrad remote monitoring of system
performance

For network managers, the key feature of Systemifdois its ability to monitor

a remote system. This capability is built upon rerRegistry access because
performance data is registered with the systengudynamic keys contained within the
Registry. For example, a network manager who engiting to troubleshoot a “slow PC”
can discover remotely that the NIC has an unustmdlly number of dropped frames and
can then use the Registry Editor to see how thearktcard is configured.

Network Management

Windows 95 includes a nhumber of features to fat#ithe use of a variety of network
management tools. Many of these tools require stiipthe client to enable their
operation. In some cases a formal industry staneléigds, and in others, a de facto
standard has emerged. Either way, Windows 95 esablme of the key network
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management tools by building the necessary “agaftivare into the client operating
system.

Server-Based Backup

Windows 95 includes agents for the remote backupeiVindows 95 system by a
server-based backup system. The following backeptagare included with Windows 95:

¢ Cheyenne ARCServe agent for backup to NetWare ainddWs NT Server servers
e Arcada Backup ageffior backup to NetWare and Windows NT Server servers

These agents make it possible to include Windowsy8tms in a scheduled, automatic
remote backup scheme managed centrally via thersbased backup system. Their
property sheets are shown in Figure 67 and Fig8re 6
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Figure 67. The property sheet for the Cheyenne ARGSve agent
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Properties for Backup Exec Agent 2| x|
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Figure 68. The property sheet for the Arcada Backumgent

Both backup agents include a number of enhancerfan®indows 95. For example,
both agents include the ability to backup and resliong filenames. (If the native tape
format does not include a mechanism for storing lfdlenames, the agents provide
special logic to facilitate saving and restoring tbng filenames.) Both agents have also
been enhanced to backup and restore the Registry.

Another enhancement for Windows 95 is the abibtgécure operation of the backup
agent by means of user-level security. By defaeihote administration of the

Windows 95 PC is enabled only for supervisor-peigéd accounts, giving the ability to
remotely back up Windows 95 systems only to netwoakagers or help-desk staff. For
example, only authorized personnel should be abletk up the hard disk of the CEO’s
and the corporate controller’'s PCs.

Network Management Tools

A category of tools is emerging onto the market #tlaclaim to be network management
tools. Many of these tools were actually desigresidlve a specific problem but have
been extended to become more general-purpose hetmaragement tools.

SNMP Support

Simple Network Management Protocol (SNMP) consatesa good example of this
trend. They are now being enhanced to monitor corapis of desktop systems as well as
server applications such as database servers. Windd includes an SNMP agent that
supports the use of an SNMP console to manage W86 PCs. The SNMP support in
Windows 95 includes the following:

¢ An SNMP Agent
* An extensible MIB handler interface
e MIB-Il support via TCP/IP

The SNMP agent provided with Windows 95 is extelesitia its MIB handler interface,
which enables third parties to include instrumeatedf their software or hardware
components and allows remote management via theFSbtvsole.
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Because many corporations are beginning to migeatfeP/IP as a standard protocol, the
TCP/IP stack in Windows 95 has been instrumente&fMP remote management. The
MIB-II supports the Internet Engineering Task Fofie€TF) Request for Comment (RFC)
for the TCP/IP MIB definition. This support enablestwork managers to centrally
monitor the performance of TCP/IP on the netwodkfra central console.

DMI Support

Support for a Desktop Management Task Force (DMOM) Agent will be made
available for Windows 95 by Microsoft after theea$e of Windows 95.

The Windows 95 Tools

Windows 95 includes a number of built-in tools fatwork management, including
NetWatcher (shown in Figure 69). NetWatcher alltmesl and remote management of
users’ connections to Windows 95 peer services.tdtleshows all current connections
to the Windows 95 system, who is connected, andtwhilies and printers are in use. It
allows disconnection of users and maintains a fdggp system events, such as logon,
logoff, system boot and shutdown, and failed attsrigp connect.

cher-1 Connections to \WBOBTZEMN
Administer  Wiew Help
2lo| Ble| & aln] #
| Computer | Sharesl Open Files | Connect gl IFC$
WBRENTE.. 2 o 0D 062 fal ADMING
< |
| i

Figure 69. NetWatcher, which supports local and rente monitoring of connections
to peer services

Additionally, Windows 95 includes the capabilitydocess a special “administration
share” of any capable Windows 95 PC. This sharéghilows network managers

to reconfigure the hard disks of remote PCs froair thesktops, is accessed by displaying
the property sheet for the remote PC from the NetWeighborhood. When this feature
is activated, a window opens that appears to leraal browsing window but is actually
the remote PC’s My Computer view. All files and etlesources on the remote PC are
then accessible.
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